Introduction to AWS Relational Database Service

**Task 6: Creating security group**

A security group acts as a virtual firewall for instances, controlling inbound and outbound traffic. Security groups operate at the instance network interface level, not the subnet level. Therefore, each instance can have its own firewall that controls traffic. If you do not specify a particular security group at launch time, the instance is automatically assigned to the default security group for the VPC.

In this task, you create a security groups for rds instance:

* Login into the AWS management console and navigate to **VPC** service.
* In the left navigation pane, choose **Security Groups**.
* Choose **Create security group**  
  and configure it with the following details:
* **Security group name**: Enter ![](data:image/x-wmf;base64,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)
* **Description**: Enter ![](data:image/x-wmf;base64,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)
* Select *your* ***vpc***
* For **Inbound rules**, choose **Add rule** and configure it with the following details:
* **Type** : MYSQL/Aurora
* **Source**: Select *0.0.0.0/0* (Anywhere)
* For **Tags - optional**, choose **Add new tag** and configure it with the following details:
* **Key**: Enter ![](data:image/x-wmf;base64,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)
* **Value**: Enter ![](data:image/x-wmf;base64,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)

**Note**: By adding tags, it will be easy to identify the subnets in the subnet list.

* At the bottom of the page, choose **Create security group**

This will allow communication with the RDS instances on port 3306.

**Task 7: Launch web app instances and database resources, and deploy the application**

Create the database in vpc subnets

Create a DB (database) subnet group so that the RDS will be deployed within the subnets you want to use.

* On the **Services** menu, type RDS in the search bar and choose RDS.
* In the left navigation pane, choose ***Subnet groups***.
* Choose **Create DB subnet group**  
  and configure it with the following details:
* **Name**: Enter ![](data:image/x-wmf;base64,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)
* **Description**: Enter ![](data:image/x-wmf;base64,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)
* Select your *VPC*
* **Availability Zones**: Select two Availability Zones
* **Subnets**: Choose a subnet from each availability zone.
* Choose **Create**

The DB subnet group has been created successfully. Now let's create the database.

* In the left navigation pane, choose **Databases**.
* Choose **Create database** and configure it with the following details:
* **Choose a database creation method**: *Standard Create*
* **Engine Options**:
  1. **Engine type**: Select *MySQL*
  2. **Templates:** Free tier
* **Templates**: Select **Free tier**
* **Settings**:
  1. **DB Cluster identifier**: Enter ![](data:image/x-wmf;base64,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)
  2. **Master username**: Leave the default as ![](data:image/x-wmf;base64,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)
  3. **Master password**: Enter ![](data:image/x-wmf;base64,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)
  4. **Confirm password**: Enter ![](data:image/x-wmf;base64,183GmgAAAAAAAHoAHgB4AAAAAAANVwEACQAAAwMBAAAFACUAAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAh4AegADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwAB4AAgAAAHgACQAAAB0GIQDwAAIAeAAcAAAABwAAAPwCAACgoKAAAAAEAAAALQEBAAkAAAAdBiEA8AAcAAIAAAAAAAkAAAAdBiEA8AACAHYAAAACAAcAAAD8AgAA4+PjAAAABAAAAC0BAgAJAAAAHQYhAPAAGgABAAIAdwAJAAAAHQYhAPAAAQB1ABsAAgAHAAAA/AIAAGlpaQAAAAQAAAAtAQMACQAAAB0GIQDwABkAAQACAAIACQAAAB0GIQDwAAEAdAACAAMABQAAAAsCAAAAAAUAAAAMAh4AegAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAALAAAAMgoAAAAAAAACAAMAAwB3ABsAHAAAAPsC9P8AAAAAAACQAQAAAAAAQAACQXJpYWwAZiMAAAAAQGhLgv1/AAAAAAAAAAAAAGIgCkMEAAAALQEEAAUAAAAJAgAAAAAlAAAAMgoFAA8AEQAEAAMABQB3ABQAdGVzdGluZ3Jkc2NsdXN0ZXIAAwAHAAcAAwADAAcABwAEAAcABwAGAAMABwAHAAMABwAEAAQAAAAnAf//AwAAAAAA)
* In the **Storage Section**
  1. **Disable Enable storage autoscaling**
* **Connectivity**:
  1. **Virtual private cloud(VPC)**: Select *your vpc*
* **Subnet group**: Select *LabVPCRDSsubnetgroup*
* **Public access**: Select ***No***
* **VPC security group**: Select *Choose existing*
* **Existing VPC security groups**: Select ***rds-sg*** and remove ***default***
* **Database port**: Select *3306*
* Choose  **Additional Configuration**
* **Initial database name**: Enter ![](data:image/x-wmf;base64,183GmgAAAAAAAFAAHgB4AAAAAAAnVwEACQAAA/gAAAAFABwAAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAh4AUAADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwAB4AAgAAAE4ACQAAAB0GIQDwAAIATgAcAAAABwAAAPwCAACgoKAAAAAEAAAALQEBAAkAAAAdBiEA8AAcAAIAAAAAAAkAAAAdBiEA8AACAEwAAAACAAcAAAD8AgAA4+PjAAAABAAAAC0BAgAJAAAAHQYhAPAAGgABAAIATQAJAAAAHQYhAPAAAQBLABsAAgAHAAAA/AIAAGlpaQAAAAQAAAAtAQMACQAAAB0GIQDwABkAAQACAAIACQAAAB0GIQDwAAEASgACAAMABQAAAAsCAAAAAAUAAAAMAh4AUAAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAALAAAAMgoAAAAAAAACAAMAAwBNABsAHAAAAPsC9P8AAAAAAACQAQAAAAAAQAACQXJpYWwAZikAAAAAQGhLgv1/AAAAAAAAAAAAAGIgCkMEAAAALQEEAAUAAAAJAgAAAAAaAAAAMgoFAA8ACgAEAAMABQBNABQAUG9wdWxhdGlvbggABwAHAAcAAwAHAAMAAwAHAAcABAAAACcB//8DAAAAAAA=)
* Uncheck *automatic backups*in the **Backup** section.

The other values will be left to the default values selected.

* Choose **Create database**

This will create a writer instance in one Availability Zone and a reader instance in the other Availability Zone. It will take few minutes to complete. Choose the refresh button to see the status updated. You can proceed once you receive the *Successfully created database* message.

* Choose *LabVPCDBCluster* under **DB identifier** and then copy the *Endpoint name* under **Endpoints** for the *Writer* type and the *Reader* type. These will be needed when the application is deployed on the EC2 instances.

**Note**: The database may initially show two *Reader* types, but it will show the *Writer* type once the creation is complete.